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**ABSTRACT**

In recent years, as a result of the rapid development in information technology it has made computer the most preferred machine for data processing and management; thus, increasingly changed the style of living. Network security is now at the forefront of computer network related issues. With the evolution of networking and the Internet, the threats to information and networks have risen dramatically. Many of these threats have become cleverly exercised attacks causing damage or committing theft.

There is a lack of reliable network security for university of Jos network; this research indicated interest in solving the problem by modelling a network security design for university of Jos network, to enhance the learning and research ability of the student and staff of the university; thus, protecting the intellectual and research properties of the institution. Thus; adhering to best practices in network security and data confidentiality. The main aim of this research is to protect the network from vulnerabilities, threats, attacks, configuration weaknesses and security policy weaknesses.
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